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DO NOT:

- Leave sensitive or critical information laying around your unattended desk.   
- Discuss sensitive information in public areas where it can be overheard.

- Post photos on the internet that could be misused or misinterpreted.
- Post personally identifiable information on social networking sites.           
- Leave discarded sensitive or critical information intact, shred it.

DO:
- Know your critical and sensitive information and protect it.
- Understand that the adversary knows how to collect information.
- Know that you have a responsibility to protect Army information                     

whether it is about personnel, facilities, equipment or mission. 
- PRACTICE OPSEC AT ALL TIMES!


